
KOMUNIKAT DYREKTORA SZKOŁY W SPRAWIE INCYDENTU OCHRONY DANYCH 
OSOBOWYCH 

 

Szanowni Państwo, Rodzice i Opiekunowie, 

W Szkole Podstawowej nr 5 im. Króla Jana III Sobieskiego w Zabrzu bezpieczeństwo i dobro 
Państwa dzieci są dla nas najważniejsze – dotyczy to zarówno opieki w murach szkoły, jak i 
ochrony prywatności w systemach cyfrowych. Działając w duchu pełnej przejrzystości, 
informujemy o zdarzeniu dotyczącym systemu dziennika elektronicznego. 

Co się wydarzyło? 

W dniu 03.02.2026 r. nasze systemy bezpieczeństwa wykryły nieuprawnione logowanie na 
konto administratora. Ustalono, że osoba nieuprawniona uzyskała dostęp do pliku „Księga 
uczniów”. 

Mimo że sprawca dokonał tylko jednego nieautoryzowanego wpisu w uwagach, zgodnie z 
procedurami bezpieczeństwa musimy założyć, że mogło dojść do pobrania danych 
zawartych w tym pliku. Dane te obejmują: 

●​ imię i nazwiska ucznia oraz rodziców 
●​ data i miejsce urodzenia ucznia 
●​ numer PESEL, 
●​ adres zamieszkania. 

Jakie działania zostały podjęte? 

Niezwłocznie po wykryciu incydentu podjęliśmy zdecydowane kroki w celu zabezpieczenia 
Państwa danych: 

●​ dostęp do konta został natychmiast zablokowany, a procedury logowania zaostrzone. 
●​ sprawa została zgłoszona na Policję oraz do Prezesa Urzędu Ochrony Danych 

Osobowych. 
●​ wspólnie z Inspektorem Ochrony Danych przeprowadziliśmy audyt, aby 

wyeliminować luki w systemie na przyszłość. 
●​ wszyscy pracownicy przeszli dodatkowe przeszkolenie z zakresu 

cyberbezpieczeństwa. Planujemy również warsztaty dla uczniów, aby zwiększyć ich 
świadomość zagrożeń w sieci. 

Dlaczego informujemy o tym publicznie? 

Zgodnie z przepisami RODO (art. 34 ust. 1 i 2), naszym obowiązkiem jest powiadomienie 
Państwa o zaistniałym naruszeniu. Chociaż ryzyko nadużyć jest często teoretyczne, zależy 
nam, aby byli Państwo świadomi sytuacji i mogli podjąć proste kroki zapobiegawcze. 

Jak mogą Państwo dodatkowo zadbać o swoje bezpieczeństwo? 



Zachęcamy do wykonania kilku czynności, które skutecznie podniosą poziom ochrony 
Państwa danych: 

●​ zastrzeżenie numeru PESEL - można to zrobić bezpłatnie w aplikacji mObywatel 
lub na stronie gov.pl. Blokuje to możliwość zaciągnięcia zobowiązań finansowych na 
Państwa dane. 

●​ zmiana hasła w dzienniku - zalecamy ustawienie unikalnego i silnego hasła 
(minimum 14 znaków, w tym wielkie litery, cyfry i znaki specjalne). 

●​ weryfikacja dwuetapowa (2FA) - włączenie np. kodu SMS przy logowaniu to 
obecnie najskuteczniejsza tarcza przed włamaniami. 

●​ alerty BIK - rozważenie systemu powiadomień o każdej próbie użycia Państwa 
danych kredytowych. 

Pragniemy wyrazić najszczersze ubolewanie z powodu zaistniałej sytuacji. Bezpieczeństwo 
danych naszych uczniów oraz ich rodzin jest dla nas absolutnym priorytetem. Podejmujemy 
wszelkie możliwe działania, aby zapobiec podobnym zdarzeniom w przyszłości i 
przepraszamy za wywołany niepokój. 

W przypadku pytań, do Państwa dyspozycji pozostaje nasz Inspektor Ochrony Danych, Pan 
Marcin Zemła, pod adresem e-mail: marcin@informatics.jaworzno.pl. 

 

Z wyrazami szacunku i troski, 

Dyrektor Szkoły Podstawowej nr 5 w Zabrzu 
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